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Memo 
 

RE: ACF Technologies, Inc. Statement on LinkedIn 

 

ACF Technologies, Inc (“ACF”) is aware that LinkedIn users have been targeted with 
fake ACF job offers, as part of a social engineering scam. 

This fake job offer scam typically involves the scammer creating a fake profile 
representing a company’s Human Resources Department. Once an account is 
created the scammer can attempt to ‘recruit’ people to fake jobs and other scams. 
Emails and messages with Offers of Employment are also sent to LinkedIn users, 
making the communication seem even more legitimate. Personal Information is 
requested as well as bank account information with the promise of hardware 
shipments and reimbursement checks. 

ACF Technologies does not conduct business in this manner and are working 
directly with LinkedIn for resolution. 

If you are the recipient of the communication mentioned above, DO NOT CLICK ON 
ANY LINK OR PROVIDE ANY PERSONAL INFORMATION. Please disregard the email. 

Should you have any questions, please email ACF at 
compliance@acftechnologies.com 
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